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Abstract

According to Article 17 in Enforcement Rules of the Personal Information Protection
Act amended on October 1st 2012 in our country, the information may not lead to the
identification of a certain person after the treatment of the provider or the disclosure of
the collector referred to in Item 4 of Paragraph 2 of Article 9, Item 5 of the exception of
Article 16, Item 4 of Paragraph 1 of Article 19, and Item 5 of the exception of Paragraph
1 of Article 20 of the Act shall mean the personal information processed by ways of code,
anonymity, hiding parts of information or other manners so as to fail to identify such a
specific person. Its implementation is closely related to the requirements for “personal
information protection” and “partially anonymous, partially unlinkable authentication
(ISO/IEC 29191: 2012)” which is commonly known as the Pseudonymization in Real
Name Registration System.

Standards can be seen as the accumulation of knowledge and experience, while

T This paper is an extended version of our conference paper published in the proceeding of the
17th National Technology Law Conference, Hsinchu, Taiwan, November 2013.
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standardization aims at strengthening the knowledge and techniques of standard
implementation by means of systematic and coherent methods. Personal information
protection differs owing to the standards, while information security standards differ due
to the implementation. The South Korean government announced in January 2012 that the
relevant regulation should be modified by December 2014 and Real Name Registration
System which has been implemented since July 2007 will be abolished step by step. The
US government announced National Strategy for Trusted Identities in Cyberspace (NSTIC)
on April 15, 2011 to enhance Online Choice, Efficiency, Security and Privacy so that
they can promote Real Name Registration System at two stages in 10 years. The China
government made laws on December 28, 2012 to implement Real Name Registration
System.
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pseudonymization, privacy framework
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